**INFORMATIVA AI SENSI DELL’ART 13 DEL REGOLAMENTO EUROPEO N. 679/2016**

Il CPIA 2 metropolitano di Bologna in qualità di Titolare del trattamento, ai sensi dell’art. 13 del del Regolamento europeo n. 679/2016, è tenuto a fornirle le seguenti informazioni sul trattamento dei Suoi dati personali.

**1. Titolare del trattamento**

Titolare del trattamento è il CPIA 2 metropolitano di Bologna con sede in Viale Vicini 19 – 20122 – Bologna (BO) tel: 051 2170000, email: bomm36300d@istruzione.it – pec: bomm36300d@pec.istruzione.it

**2. Data Protection Officer (DPO)**

Il DPO è il dott. Mario Padroni. Denominazione: S&L Salute e Sicurezza nei luoghi di lavoro S.r.l. con sede in Via G. Bovini, 41 – 48123 Ravenna (RA) - Telefono: 0544 465497 - Email: info@sicurezzaoggi.com Pec: certi@pec.sicurezzaoggi.com

**3. Responsabili del trattamento**

L’Ente può avvalersi di soggetti terzi per l’espletamento di attività e relativi trattamenti di dati personali di cui manteniamo la titolarità. Conformemente a quanto stabilito dalla normativa, tali soggetti assicurano livelli esperienza, capacità e affidabilità tali da garantire il rispetto delle vigenti disposizioni in materia di trattamento, ivi compreso il profilo della sicurezza dei dati. Formalizziamo istruzioni, compiti ed oneri in capo a tali soggetti terzi con la designazione degli stessi a "Responsabili del trattamento". Sottoponiamo tali soggetti a verifiche periodiche al fine di constatare il mantenimento dei livelli di garanzia registrati in occasione dell’affidamento dell’incarico iniziale.

**4. Soggetti autorizzati al trattamento.**

I Suoi dati personali sono trattati da personale interno previamente autorizzato e designato quale incaricato del trattamento, a cui sono impartite idonee istruzioni in ordine a misure, accorgimenti, modus operandi, tutti volti alla concreta tutela dei suoi dati personali.

**5. Finalità e base giuridica del trattamento**

La partecipazione all'avviso implica l'accettazione di tutte le norme previste dal medesimo. Ai sensi dell'art. 13 del Regolamento europeo n. 679/2016 i dati personali, forniti nelle proposte progettuali, siano essi acquisiti via posta elettronica o con altre modalità, saranno raccolti e utilizzati dal CPIA 2 metropolitano di Bologna unicamente per le finalità del presente avviso e nel rispetto delle norme di legge. I dati personali non sono oggetto di comunicazione o diffusione.

Per tali finalità l’acquisizione dei dati è necessaria. Il loro mancato conferimento comporterà l’esclusione dalla procedura di cui al presente Avviso.

I dati stessi non saranno in alcun modo oggetto di diffusione. Essi potranno essere comunicati unicamente ai soggetti pubblici e privati coinvolti nello specifico procedimento, nei casi e per le finalità previste da leggi, regolamenti, normativa comunitaria o Contratti collettivi nazionali di lavoro, al fine di garantire la gestione di tutte le fasi del procedimento stesso. I dati saranno trattati mediante strumenti cartacei, informatici, telematici e telefonici.

Ai sensi dell’art. 4 del Regolamento (UE) n.2021/1060, gli Stati membri e la Commissione sono autorizzati a trattare i dati personali solo se necessario al fine di adempiere i rispettivi obblighi a norma del presente regolamento, in particolare per quanto riguarda la sorveglianza, la rendicontazione, la comunicazione, la pubblicazione, la valutazione, la gestione finanziaria, le verifiche e gli audit e, se del caso, per determinare l’idoneità dei partecipanti. I dati personali sono trattati in conformità del regolamento (UE) 2016/679 o del regolamento (UE) 2018/1725 del Parlamento europeo e del Consiglio, a seconda dei casi.

Alcuni dei dati personali da Lei comunicati al CPIA 2 metropolitano di Bologna, ai sensi dell’art. 27 del D.Lgs 33/2013, sono soggetti alla pubblicità sul sito istituzionale dell’Ente. Si informa, inoltre, che nell’ambito delle funzioni previste dall’art. 72 e seguenti del Regolamento (UE) n. 2021/1060, l’Autorità di Gestione del FAMI, in continuità con le previsioni della programmazione 2014-2020, si avvale di Arachne, uno strumento informatico di valutazione del rischio sviluppato dalla Commissione Europea e messo a disposizione degli Stati Membri. Lo strumento funziona attraverso l’elaborazione di dati interni ed esterni al programma: i dati interni sono costituiti dalle informazioni caricate dall’AdG sul sistema di monitoraggio, i dati esterni sono forniti da due banche dati che contengono informazioni pubbliche relative a: dati finanziari, relazioni societarie, elenchi di eventuali attività illecite e sanzioni collegate a persone o imprese coinvolte nei finanziamenti del FAMI, elenchi di persone politicamente esposte. Il trattamento dei dati di Arachne sarà svolto nel rispetto della normativa nazionale e comunitaria in materia di protezione dei dati ed esclusivamente al fine di individuare i rischi di frode e le irregolarità a livello di beneficiari, contraenti, contratti e progetti, sia al momento dell’approvazione del progetto sia nella fase di attuazione dello stesso. Le elaborazioni fornite dal sistema Arachne, finalizzate al calcolo del rischio, saranno soggette ai vincoli di protezione dei dati e non saranno pubblicate né dall’Autorità di Gestione né dai Servizi della Commissione Europea.

**7. Trasferimento dei dati personali a Paesi extra UE.**

I suoi dati personali non sono trasferiti al di fuori dell’Unione europea.

**8. Periodo di conservazione.**

I suoi dati sono conservati per un periodo non superiore a quello necessario per il perseguimento delle finalità sopra menzionate. A tal fine, anche mediante controlli periodici, viene verificata costantemente la stretta pertinenza, non eccedenza e indispensabilità dei dati rispetto al rapporto, alla prestazione o all'incarico in corso, da instaurare o cessati, anche con riferimento ai dati che Lei fornisce di propria iniziativa. I dati che, anche a seguito delle verifiche, risultano eccedenti o non pertinenti o non indispensabili non sono utilizzati, salvo che per l'eventuale conservazione, a norma di legge, dell'atto o del documento che li contiene.

**9. I suoi diritti**

Nella sua qualità di interessato, Lei ha diritto:

− di accesso ai dati personali;

− di ottenere la rettifica o la cancellazione degli stessi o la limitazione del trattamento che lo riguardano;

− di opporsi al trattamento;

− di proporre reclamo al Garante per la protezione dei dati personali