ALLEGATO A

Al Dirigente Scolastico
dell'istituto comprensivo “Carlo Urbani"
Via Venezia, 14
Moie di Maiolati

Oggetto: Domanda di partecipazione all’avviso esterno per I'affidamento dell'incarico di
“‘Responsabile della protezione dei dati personali” (Data Protection Officer- DPO) per gl
adempimenti previsti dal Regolamento U.E 2016/679 e servizi integrativi.

ll/La sottoscritt___ codice fiscale

nat_a il [ , € residente a

in via nr. cell.n.

E-mail , chiede di poter partecipare alla

selezione per titoli per I'attribuzione dell'incarico di :

"Esperto responsabile della protezione dei dati personali" (Data Protection Officer — DPO)

lI/La sottoscritt___ allega alla presente :

e Curriculum vitae predisposto secondo il formato europeo, debitamente sottoscritto;
e Fotocopia del documento di riconoscimento del dichiarante, in corso di validita;
¢ Dichiarazione di assenza di incompatibilita per la copertura dell'incarico.

Ai sensi degli artt.46 e 47 del D.P.R. n. 445/2000, consapevole che le dichiarazioni mendaci
sono punite ai sensi del codice penale e delle leggi speciali in materia, secondo le disposizioni
richiamate all'art. 76 de' citato D.P. R. n.445/2000.

ll/La sottoscritt_ dichiara di:

e essere cittadino italiano;

e godere dei diritti politici;

e di possedere comprovate e documentate esperienze in ambito di sicurezza informatica (
Documento programmatico sulla sicurezza dei dati) presso Enti pubblici;

e di possedere comprovate e documentate esperienze in ambito della sicurezza
informatica (Documento programmatico sulla sicurezza dei dati e/o piani di disaster
recovery e redazione delle misure minime previste dalla circolare AGID n2/2017) presso
Istituzioni Scolastiche.

Inoltre, esprime il proprio consenso affinché i dati forniti possano essere trattati nel rispetto del
D.L.vo n. 1 96/03 ( Codice in materia di protezione dei dati personali), per gli adempimenti
connessi alla presente procedura.

Data / /

In fede




ALLEGATO B

11 sottoscritto/a

DICHIARA

di essere in possesso delle competenze richieste e dei titoli aggiuntivi di seguito indicati, evidenziati nel
curriculum vitae, a tal fine autocertifica i seguenti punteggi:

Autovalutazione | Valutazione

Titoli di accesso : S
candidato commissione
Laurea in Informatica/Giurisprudenza Punti 20
Master, Specializzazioni, ulteriori lauree Punti 5 per ciascun titolo

coerenti con l'incarico (ad es. Diritto fino a un max di 15

dell'Informatica, Informatica giuridica)
Precedenti documentate esperienze presso Punti 5 per ogni esperienza
istituzioni scolastiche in qualita di Data annuale fino ad un
Officer /Referente Privacy. max di 25

Precedenti esperienze presso istituzioni Punti 5 per ogni esperienzal
scolastiche in qualita di amministratore di annuale fino ad un

sistema e nell'ambito della sicurezza max di 15
informatica
Esperienze presso enti pubblici, aziende con Punti 5 per ogni

esperienza annuale fino

riferimento al trattamento dati e/o alla
ad un max di 10

sicurezza informatica

Certificazioni possedute (2 punti per ogni
certificazione Eipass, Didasko; 4 punti per
ECDL Avanzata; 4 punti ognuna se in
possesso delle certificazioni Eipass Pubblica
Amministrazione, Cybercrimes e IT security;
4 punti se in possesso della certificazione
Microsoft DB Administrator)

Pubblicazioni, interventi a corsi, convegni
come formatore/relatore, attinenti il tema

Punti Max 10

1 punto per prestazione
max di 5

TOTALE PUNTI

100

Data / /

In fede




