UDIC835003 - A7C74FE - REGISTRO PROTOCOLLO - 0002419 - 11/02/2022 - 1.4 - U

I. C. "C. Deganutti" di Latisana
Registro delle attivita di trattamento dei dati personali effettuate sotto la
responsabilita del Titolare ex Regolamento (UE) 2016/679

Il Titolare del trattamento & I'lstituto Comprensivo "C. Deganutti" di Latisana, viale Stazione 35,
33053 Latisana (UD), tel. 0431520311, udic835003@istruzione.it, udic835003@pec.istruzione.it,
rappresentato dalla Dirigente Scolastica Giovanna CRIMALDI

Il Responsabile interno del trattamento & il Direttore S.G.A.

Il Responsabile della Protezione dei dati (RPD) & lo studio Legale Rubinato - Gregoratti - Rubinato,
nominato il 25/05/2018 nota prot. 006319, nella figura dell'avv. G. Rubinato, telefono 0432-506726
e-mail: dpo@rbb-legal.it
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Responsabile della protezione
dei dati

Data di compilazione

ATTIVITA! DI
TRATTAMENTO

GIANLUCA
RUBINATO

3 dicembre2018

UFFICIO

data di aggiornamento

FINALITA

09-feb-22

TIPOLOGIA DI
TRATTAMENTO

CONSENSO/INFORMA |C.

TIVA

INTERESSATI

DATI C

DATI PERSONALIL

D,Tl PERSONALI
RELATIVI A CONDANNE

PENALI E REATI

3l CONSERVAZIONE

TRATTAMENTO

MISURE DI SICUREZZA
(Rif. Regolamento UE 679/2016 art. 32)

RESPONSABILE ESTERNO
DEL TRATTAMENTO

Gestione anagrafica - Iscrizioni - | Didattica Predisposizione delle Raccolta; Registrazione; |Informativa ai sensi Studenti minorenni; Dati anagrafici; Dati inerenti Lo stato di salute | dati funzionali all'iscrizione  |Pubblica Amministrazione * SIDI: della a di dati li; Partizi to dei dati; Cifratura; Controllo accessi » MIUR (applicativo SIDI)
Acquisizione e gesti f d graduatorie, smistamentoe  |Estrazione; dell'art. 13 del Genitori o chi esercitala |situazioni giudiziarie civili, sono conservati dalla scuola logici ed ; Sicurezza dell" operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
accettazione delle domande |Conservazione; 1 UE T bilita ini: ive, trib i per il tempo necessario allo sicura del k Gestione sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
di iscrizione sulla base della  [Consultazione; 679/2016 (Dati raccolti genitoriale svolgimento delle finalita delle postazioni di lavoro; Backup e C: a operativa; P dalle fonti di rischio ambientali; Modello
disponibilita di posti e dei Elaborazione; Diffusione; |presso l'interessato) istituzionali e comunque non Organizzativo e di Gestione; dei Resp bili del tr e delle terze parti; Sicurezza del ciclo di
criteri di preced: C: i oltre i termini indicati dalla vita delle i e nei progetti; degli Incidenti di sicurezza e delle Violazioni dei dati personali;
deliberati dal Consiglio di Distruzione. normativa vigente Controllo degli accessi fisici
Istituto, in caso di richieste Nuvola: Registrazione automatica di ogni accesso al si ; log le di tutte le op
eccedenti effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall’'utente o dalle autorita preposte; verifica
dello status delle utenze; definizit dei iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione anagrafica - Iscrizioni -  |Didattica Per R Ita; Registrazione; |Informativa ai sensi Studenti minorenni; Dati anagrafici; Dati inerenti Le convinzioni religiose, |N/A | dati obbligatori sono Pubblica Amministrazione; « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi « MIUR (applicativo SIDI)
Acquisizione documentazione dell'iscrizione per la Conservazione; dell'art. 13 del Genitori o chi esercitala |situazioni giudiziarie civili, filosofiche e di altro . |conservati dalla scuola che ha |Soggetti privati (persone logici ed ; Sicurezza dell'ambit P! ; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
aggiuntiva successiva gestione Estrazione; 1 UE T bilita amministrative, tributarie; Dati genere; Lo stato di salute accettato I'iscrizione peril fisiche o giuridiche) Gestione sicura del bi sicura dell'hard , delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS
amministrativa dell'alunno  |Consultazione; Modifica; |679/2016 (Dati raccolti genitoriale; Altri audio/foto/video tempo necessario allo delle postazioni di lavoro; Backup e C 3 operativa; Pr dalle fonti di rischio ambientali; Modello
con riferimento ai servizi Elaborazione; presso l'interessato) soggetti - persone fisiche svolgimento delle finalita Organizzativo e di dei bili del tr e delle terze parti; Sicurezza del ciclo di
connessi alla didattica Comunicazione; istituzionali e comunque non vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Cancellazione; oltre i termini indicati dalla Controllo degli accessi fisici
Distruzione. normativa vigente Nuvola: Registrazione automatica di ogni accesso effettuato al sistema; log puntuale ditutte le operazioni
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica
< dello status delle utenze; definizi dei p i che p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione anagrafica - Iscrizioni -  |Didattica Orientamento dell'allievo Raccolta; Registrazione; |C e Infe iva ai ! ; Dati fici; Dati inerenti il N/A N/A lllimitato Pubblica Amministrazione; * SIDI: della ita di dati li; Partizi dei dati; Cifratura; Controllo accessi « MIUR (applicativo SIDI)
Acquisizione documentazione per nonché promozione della Conservazione; sensi dell'art. 13 del Genitori o chi esercitala |rapporto di lavoro; Dati inerenti i Soggetti privati (persone logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
diffusione anche a privati dei dati suaimmagine presso privati |Estrazione; it UE resp bili risultati scolastici (voti, medie, fisiche o giuridiche) sicura del bi sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS
relativi a risultati scolastici, premi ivi compresi organi di Consultazione; Modifica; |679/2016 (Dati raccolti genitoriale; Altri premi); Dati audio/foto/video delle postazioni di lavoro; Backup e C operativa; P dalle fonti di rischio ambientali; Modello
ricevuti, immagini e altri dati stampa e strumentidirete  |Elaborazione; presso l'interessato) soggetti - persone fisiche Organizzativo e di i dei bili del tr e delle terze parti; Sicurezza del ciclo di
personali quali reti sociali e/o siti web. [Comunicazione; vita delle i i e nei progetti; degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Cancellazione; Controllo degli accessi fisici
Distruzione. AXIOS: Registrazione automatica di ogni accesso al si log le di tutte le
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; dei iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verlf'ca o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
| Gestione dati alunni - Percorso Didattica ativa e Ita; Registrazione; |Consenso e Informativa ai Dati anagrafici Le convinzioni religiose, [N/A | dati obbligatori sono Pubblica A istrazione; * SIDI: dellaq a di dati li; Partizi to dei dati; Cifratura; Controllo accessi * MIUR (applicativo SIDI)
scolastico didattica dello studente, Conservazione; sensi dell'art. 13 del filosofiche e di altro conservati dalla scuola che ha |Soggetti privati (persone logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
anche per I'erogalione di Estrazione; Regolamento UE genere; Lo stato di salute accettato l'iscrizione peril fisiche o giuridiche) Gestione sicura del cambiamento; Gestione sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
servizi aggi C I 679/2016 (Dati raccolti tempo necessario allo delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello
adempimento degll obblighi |Elaborazione; Modifica;  |presso I'interessato) svolgimento delle finalita Of izzativo e di dei bili del trat e delle terze parti; Sicurezza del ciclo di
previsti dal D.M. 692/2017  |Comunicazione; liec non vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Limitazione; oltre i termini indicati dalla Controllo degli accessi fisici
Cancellazione; Distruzione normativa vigente Nuvola: Registrazione automatica di ogni accesso effettuato al si log le di tutte le op
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall’'utente o dalle autorita preposte; verifica
dello status delle utenze; definizione dei iche rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso; Numero massimo di gg da
ultimo accesso per consentire ancora lo stesso; Lunghezza minima del codice di accesso; Numero minimo dei
dati alunni - E Didattica ativa e Ita; Registrazione; |Consenso e Inf iva ai |Studenti Dati anagrafici Le convinzioni religiose, N/A | dati obbligatori sono Pubblica Amministrazione; « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi * MIUR (applicativo SIDI)
dei servizi scolastici didattica dello studente, Conservazione; sensi dell'art. 13 del filosofiche e di altro conservati dalla scuola che ha [Soggetti privati (persone logici ed ; Sicurezza dell'ambi operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
anche per I' erogauone di Estrazione; Regolamento UE genere; Lo stato di salute accettato l'iscrizione peril fisiche o giuridiche) sicura del sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
servizi C I 679/2016 (Dati raccolti tempo necessario allo delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello
adempimento degll obblighi |Elaborazione; Modifica;  |presso l'interessato) svolgimento delle finalita Organizzativo e di dei bili del e delle terze parti; Sicurezza del ciclo di
previsti dal D.M. 692/2017  |Comunicazione; istituzionali e non vita delle applicazioni e nei progetti; degli Incidenti di si edelle Viol i dei dati personali;
Limitazione; oltre i termini indicati dalla Controllo degli accessi fisici
Cancellazione; Distruzione normativa vigente Nuvola: Registrazione automatica di ogni accesso al si log p le di tutte le op
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall’utente o dalle autorita preposte; verifica
dello status delle utenze; definizione dei [ iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
p d;Ni digg i per la validita del codice di accesso; Numero massimo di gg da
ultimo accesso per consentire ancora lo stesso; Lunghezza minima del codice di accesso; Numero minimo dei
dati alunni - Didattica Gestione amministrativa e Raccolta; Registrazione; |Consenso e Informativa ai | Studenti minorenni; Dati anagrafici Le convinzioni religiose, |N/A | dati obbligatori sono Pubblica Amministrazione; « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi * MIUR (applicativo SIDI)
dei servizi scolastici didattica dello studente, Conservazione; sensi dell'art. 13 del Genitori o chi esercitala filosofiche e di altro conservati dalla scuola che ha |Soggetti privati (persone logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
anche per l'erogazione di Estrazione; | UE r bilita genere; Lo stato di salute accettato l'iscrizione peril fisiche o giuridiche) sicura del | sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
servizi aggi ie C | 679/2016 (Dati raccolti genitoriale; Personale tempo necessario allo delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello
adempimento degli obblighi |Elaborazione; Modifica; |presso I'interessato) docente |svolgimento delle finalita [o] izzativo e di dei bili del tr to e delle terze parti; Sicurezza del ciclo di
previsti dal D.M. 692/2017  |Comunicazione; istituzionali e comunque non vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Limitazione; oltre i termini indicati dalla Controllo degli accessi fisici
Cancellazione; Distruzione normativa vigente AXIOS: Registrazione automatica di ogni accesso effettuato al si: log le di tutte le op ioni
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; dei iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione dati alunni - Gestione Didattica Organizzazione di attivita Raccolta; Registrazione; |Consenso e Informativa ai | Studenti minorenni; Dati anagrafici Lo stato di salute N/A il tempo necessario allo Pubblica Amministrazione;  SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi * MIUR (applicativo SIDI)
dei servizi scolastici didattiche fuori sede Conservazione; sensi dell'art. 13 del Genitori o chi esercita la svolgimento dell'attivita Soggetti privati (persone logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
Estrazione; I UE T bilif fisiche o giuridiche) sicura del sicura dell'hard! , delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
Consultazione; 679/2016 (Dati raccolti genitoriale; Personale delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello
Elaborazione; Modifica; |presso I'i ) docente Organizzativo e di dei bili del tr e delle terze parti; Sicurezza del ciclo di
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Limitazione; Controllo degli accessi fisici
Cancellazione; Distruzione Nuvola: Registrazione automatica di ogni accesso o al si log p le di tutte le op
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; d dei p ichep rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso; Numero massimo diggda
ultimo accesso per consentire ancora lo stesso; Lunghezza minima del codice di accesso; Numero minimo dei
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Gestione dati genitori - Gestione | Didattica Perfezionamento Raccolta; Registrazione; |No Studenti minorenni; Dati anagrafici Le cnnvinzioni‘re'lig?o?e', "|patiinerenti situaziont gi rie || dati i i lone pEwya AR ey «&¥p1 Mikishizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi « MIUR (applicativo SIDI)
dei servizi scolastici dell'iscrizione per la Conservazione; Genitori o chi esercitala filosofiche e di altro sono conservati dallascuola  |Soggetti privati (persone logici ed ; Sicurezza dell! operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
successiva gestione Estrazione; responsabilita genere; Lo stato di salute che ha accettato V'iscrizione  [fisiche o giuridiche) sicura del cambi sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura della scuola: AXIOS Nuvola
|amministrativa dell'alunno  |Consultazione; genitoriale; Personale per il tempo necessario allo delle postazioni di lavoro; Backup e C ita operativa; P dalle fonti di rischio ambientali; Modello
con riferimento ai servizi Elaborazione; Modifica; docente svolgimento delle finalita Organizzativo e di G i dei bili del trat e delle terze parti; Sicurezza del ciclo di
connessi alla didattica Comunicazione; istituzionali e comunque non vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Limitazione; oltre i termini indicati dalla Controllo degli accessi fisici
Cancellazione; normativa vigente Nuvola: Registrazione automatica di ogni accesso eff al si ; log p le di tutte le operazioni
Distruzione. effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; definizione dei ti p ichep rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per |a validita del codice di accesso; Numero massimo di gg da
ultimo accesso per consentire ancora lo stesso; Lunghezza minima del codice di accesso; Numero minimo dei
Gestione dati genitori - Gestione | Didattica Organizzazione di attivita Raccolta; Registrazione; |Consenso e Informativa ai Studenti minorenni; Dati anagrafici Lo stato di salute Dati inerenti situazioni il tempo necessario allo Pubblica azione; * SIDI: dellaq ita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi « MIUR (applicativo SIDI)
dei servizi scolastici didattiche fuori sede Conservazione; sensi dell'art. 13 del Genitori o chi esercitala giudiziarie, ative, Igi dell'attivita Soggetti privati (persone logici ed ; Sicurezza dell operativo; Sicurezza della rete e delle comunicazioni; « Fornitore dei sistemi informativi
Estrazione; Regolamento UE responsabilita tributarie fisiche o giuridiche) sicura del bi: Gestione sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |della scuola: AXIOS Nuvola
Consultazione; 679/2016 (Dati raccolti genitoriale; Personale delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello
Elaborazione; Modifica;  |presso l'interessato) docente Organizzativo e di i dei bili del tr: e delle terze parti; Sicurezza del ciclo di
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Limitazione; Controllo degli accessi fisici
Cancellazione; AXIOS: Registrazione automatica di ogni accesso effettuato al sistema; log puntuale di tutte le operazioni
Distruzione. effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; dei ip tri che possono rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione contratto a tempo Personale Gestione degli aspetti Raccolta; Registrazione; |Informativa ai sensi Personale docente Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie [lllimitato Pubblica Amministrazione * SIDI: dellaq ita di dati p li; Partizi to dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del
indeterminato - Personale relativi al trattamento Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed ione; Sicurezza dell'ambi P - Sicurezza della rete e delle comunicazioni; MIUR (SIDI). o Fornitore dei
docente giuridico ed economico del  |Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del bi: sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura sistemi informativi della scuola:
personale e verifica del Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e C ita operativa; Pr dalle fonti di rischio ambientali; Modello |AXIOS
possesso dei requisiti per Elaborazione; Modifica;  |presso l'interessato) amministrative, tributarie Org edi i dei Resp bili del trat to e delle terze parti; Sicurezza del ciclo di
| if i C icazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di si e delle Violazioni dei dati li;
Fascicoli dipendenti; Li Controllo degli accessi fisici
Rilevamento presenze Nuvola: Registrazione automatica di ogni accesso effettuato al sistema; log puntuale di tutte le operazioni
effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; d dei seg! ip tri che p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione contratto a tempo Personale Gestione degli aspetti Raccolta; Registrazione; |Informativa ai sensi Personale docente Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie [lllimitato Pubblica Amministrazione « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del
determinato (supplenze annuali) - relativi al trattamento Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). « Fornitore dei
Personale docente giuridico ed economico del  |Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura sistemi informativi della scuola:
personale e verifica del Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello [AXIOS Nuvola
possesso dei requisiti per Elaborazione; Modifica;  |presso l'interessato) amministrative, tributarie Organizzativo e di f i dei Resp bili del tr to e delle terze parti; Sicurezza del ciclo di
|'assunzione Comunicazione; vita delle ap i e nei progetti; degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Limitazione Controllo degli accessi fisici
Nuvola: Registrazione automatica di ogni accesso effettuato al si log p le di tutte le op
effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; d dei seg ip iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verificao meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;

c per | Personale Gestione degli aspetti Raccolta; Registrazione;  |Informativa ai sensi Personale docente Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie [lllimitato Pubblica Amministrazione « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del
brevi e saltuarie - Personale relativi al trattamento Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza dellarete e delle comunicazioni; MIUR (SIDI).  Fornitore dei
docente giuridico ed economico del  |Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura sistemi informativi della scuola:

personale e verifica del Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e C ita operativa; P dalle fonti di rischio ambientali; Modello |AXIOS
possesso dei requisiti per Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie. Org. edi i dei bili del trat e delle terze parti; Sicurezza del ciclo di
I'assunzione Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Controllo degli accessi fisici

Nuvola: Registrazione automatica di ogni accesso o al si ; log p le di tutte le op

effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica

dello status delle utenze; definizi dei ip ri che p rendere sicure le credenziali di

accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di

scadenza password ; Numero di gg massimi per |a validita del codice di accesso;

contratto per Personale Gestione dei collocamento a |Raccolta; Registrazione;  |Informativa ai sensi Personale docente Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica Amministrazione  SIDI: Mini dellaq ita di dati p li; Partizi to dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del
brevi e saltuarie - Personale riposo, pensionamenti e Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza dellarete e delle comunicazioni; MIUR (SIDI). « Fornitore dei
docente dimissioni Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del bi; sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura sistemi informativi della scuola:

Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e Contil ita op iva; Pre dalle fonti di rischio ambientali; Modello [AXIOS Nuvola
Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie [o] i ivo e di i dei bili del trat e delle terze parti; Sicurezza del ciclo di
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Controllo degli accessi fisici
AXIOS: Registrazione automatica di ogni accesso effettuato al si: ;log p le di tutte le op
effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; dei ip iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;
Gestione dati per incarichi esterni | Didattica Predisposizione e gestione  |Raccolta; Registrazione; C e Inf ai |Personale di - Dati anagrafici; Dati bili, N/A Dati inerenti si diziarie || dati ionali all'iscrizione  |Pubblica Amministrazione; « SIDI: Minimizzazione della q di dati p li; Partizi dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del
d 1 prestazi Personale degli Awvisi di selezione, Conservazione; sensi dell'art. 13 del Persone fisiche - fiscali e finanziari; Dati inerenti il e amministrative sono conservati dallascuola  |Soggetti privati (persone logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). « Fornitore dei
d'opera) gestione degli aspetti Estrazione; Regolamento UE Persone giuridiche rapporto di lavoro; Dati inerenti che ha accettato l'iscrizione  |fisiche o giuridiche) sicura del sicura dell’hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
relativi al tr C I 679/2016 (Dati raccolti situazioni giudiziarie civili, per il tempo necessario allo delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello |AXIOS Nuvola
giuridico ed economico del  |Elaborazione; Modifica; |presso I'interessato) amministrative, tributarie svolgimento delle finalita Organizzativo e di Gestione; dei P bili del trat e delle terze parti; Sicurezza del ciclo di
personale e verifica del Comunicazione; istituzionali e comunque non vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
possesso dei requisiti pera  [Diffusione; oltre i termini indicati dalla Controllo degli accessi fisici
stipula dei contratti normativa vigente AXIOS: Registrazione automatica di ogni accesso al si log p le di tutte le op
effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; dei seguenti p ichep rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
d password ; digg i per la validita del codice di accesso;
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Gestione contratto a tempo Personale Gestione degli aspetti Raccolta; Registrazione; |Informativa ai sensi Personale ATA Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica Amministrazione  SIDI: Minii della 3 di dati li; Partizi dei dati; Cifratura; Controllo accessi Fornitore dei sistemi informativi del

indeterminato - Personale ATA relativi al trattamento Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerentiil e amministrative logici ed ; Sicurezza dell i P ; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). « Fornitore dei
giuridico ed economico del  |Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del bi sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
personale e verifica del Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello |AXIOS Nuvola
possesso dei requisiti per Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie Organizzativo e di Gestione; i dei p bili del tratt: to e delle terze parti; Sicurezza del ciclo di
I'assunzione; Gestione Comunicazione; vita delle i e nei progetti; degli Incidenti di sicurezza e delle Violazioni dei dati personali;

Fascicoli dipendenti; Controllo degli accessi fisici

Rilevamento presenze Nuvola: Registrazione automatica di ogni accesso effettuato al si: ; log le di tutte le
effettuate e accesso allo stesso a qualsiasi rlchlesta proveniente dall’'utente o dalle autorita preposte; verifica
dello status delle utenze; izione dei iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;

Gestione contratto a tempo Personale Gestione degli aspetti Raccolta; Registrazione; |Informativa ai sensi Personale ATA Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica Amministrazione « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del

determinato (supplenze annuali) - relativi al trattamento Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerentiil e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). e« Fornitore dei

Personale ATA giuridico ed economico del  |Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti Gestione sicura del sicura dell'hard , delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
personale e verifica del Consultazione; 679/2016 (Dati raccolti ie civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello |AXIOS Nuvola
possesso dei requisiti per Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie Organizzativo e di i dei Resp bili del tratt: to e delle terze parti; Sicurezza del ciclo di
I'assunzione Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;

Diffusione; Controllo degli accessi fisici
Nuvola: Registrazione automatica di ogni accesso al si ; log p le di tutte le op ioni
effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica
dello status delle utenze; definizi dei iche p rendere sicure le credenziali di
accesso ai propri programmi fornite: Venfca o meno del doppio accesso; Inserimento data generale di
scadenza password ; Numero di gg massimi per la validita del codice di accesso;

Gestione contratto per supplenze  |Personale Gestione dei collocamento a |Raccolta; Registrazione;  |Informativa ai sensi Personale docente Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica Amministrazione « SIDI: Minimizzazione della quantita di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi Fornitore dei sistemi informativi del

brevi e saltuarie - Personale ATA riposo, pensionamenti e Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed ; Sicurezza dell'ambi operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). e Fornitore dei
dimissioni Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del bi. sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:

Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello |AXIOS Nuvola
Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie Organizzativo e di ione; dei Resp bili del tr e delle terze parti; Sicurezza del ciclo di
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Controllo degli accessi fisici

AXIOS: Registrazione automatica di ogni accesso effe al si ; log le di tutte le op

effettuate e accesso allo stesso a qualsiasi richiesta proveniente dall’utente o dalle autorita preposte; verifica

dello status delle utenze; definizione dei seguenti parametri che possono rendere sicure le credenziali di

accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di

scadenza password ; Numero di gg massimi per la validita del codice di accesso;

Gestione anagrafica personale Personale Raccolta; Registrazione; |Informativa ai sensi Personale docente e ATA | Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica As razione « SIDI: Mini della 3 di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi «Fornitore dei sistemi informativi del

Conservazione; dell'art. 13 del fiscali e finanziari; Dati inerenti il e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). e« Fornitore dei
Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del cambi. sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello |AXIOS Nuvola .
Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie Organizzativo e di i dei Resp bili del tr e delle terze parti; Sicurezza del ciclo di
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Controllo degli accessi fisici

Nuvola: Registrazione automatica di ogni accesso effettuato al si: log di tutte le op ioni

effettuate e accesso allo stesso a qualsiasi nch|esta proveniente dall’utente o dalle autorita preposte; verifica

dello status delle utenze; izione dei iche p rendere sicure le credenziali di

accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di

scadenza password ; Numero di gg massimi per la validita del codice di accesso;

Gestione anagrafica personale Personale Raccolta; Registrazione; |Informativa ai sensi Personale docente e ATA | Dati anagrafici; Dati contabili, N/A Dati inerenti situazioni giudiziarie |lllimitato Pubblica Amministrazione * SIDI: della a di dati p li; Partizi dei dati; Cifratura; Controllo accessi Fornitore dei sistemi informativi del

Conservazione; dell'art. 13 del fiscali e finanziari; Datiinerenti il e amministrative logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI). « Fornitore dei
Estrazione; Regolamento UE rapporto di lavoro; Dati inerenti sicura del bi. sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
Consultazione; 679/2016 (Dati raccolti situazioni giudiziarie civili, delle postazioni di lavoro; Backup eC a operativa; F dalle fonti di rischio ambientali; Modello |AXIOS
Elaborazione; Modifica; |presso l'interessato) amministrative, tributarie Organizzativo e di ione; dei bili del e delle terze parti; Sicurezza del ciclo di |Nuvola
Comunicazione; vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;
Diffusione; Controllo degli accessi fisici

Nuvola: Registrazione automatica di ogni accesso effettuato al sistema; log puntuale di tutte le operazioni

effettuate e accesso allo stesso a qualsiasi nchlesta proveniente dall'utente o dalle autorita preposte; verifica

dello status delle utenze; definizione dei p ichep rendere sicure le credenziali di

accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di

scadenza password ; Numero di gg massimi per la validita del codice di accesso;

Gestione risorse finanziarie Contabilita Gestione delle risorse Raccolta; Registrazione; |Informativa ai sensi Fomitori, P 1 Dati i; Dati bili Dati inerenti situazioni Dati inerenti situazioni lllimitato Pubblica « SIDI: della 3 di dati personali; Partizionamento dei dati; Cifratura; Controllo accessi Fornitore dei sistemi informativi del
fi ic per la Estrazione; dell'art. 13 del Docentee A TA., fiscali ¢ finanziari; Dati inerenti il |giudiziarie, giudiziarie, amministrative, Istituti di Credito, AXIOS,SIDI, |logici ed autenticazione; Sicurezza dell'ambiente operativo; Sicurezza della rete e delle comunicazioni; MIUR (SIDI).  « Fornitore dei
realizzazione del Programma  |Conservazione; Regolamento UE Genitori, Enti Locali, NPPOHO di lﬂVOfO Dati inerenti ative, tributarie |trit i Nuvola sicura del bi sicura dell'hardware, delle risorse e dei dispositivi; Gestione sicura |sistemi informativi della scuola:
Annuale Consultazione; 679/2016 (Dati raccolti A iazioni, Istituzi diziaric civili, delle postazioni di lavoro; Backup e Continuita operativa; Protezione dalle fonti di rischio ambientali; Modello  |AXIOS

Elaborazione; Diffusione; |Presso l'nteressato) Sool'astiche, Istituti di amministrative, tributarie Organizzativo e di Gestione; ione dei Resp bili del tr e delle terze parti; Sicurezza del ciclo di [Nuvola
Cancellazione; credito vita delle applicazioni e nei progetti; Gestione degli Incidenti di sicurezza e delle Violazioni dei dati personali;

Controllo degli accessi fisici

Nuvola: Registrazione automatica di ogni accesso al si ; log le di tutte le operazioni

effettuate e accesso allo stesso a qualsiasi nchxesta proveniente dall’utente o dalle autorita preposte; verifica

dello status delle utenze; i dei iche rendere sicure le credenziali di

accesso ai propri programmi fornite: Verifica o meno del doppio accesso; Inserimento data generale di

scadenza password ; Numero di gg massimi per la validita del codice di accesso;
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Responsabile della protezione dei dati

Nome

Indirizzo

Email PEC

|Gianluca Rubinato

[Via del Gelso 3, Udine

[gianluca.rubinato@amail.com|gianluca.rubinato@avvocatiudine.it

|
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Base giuridica del tr

C dell'interessato !

Esecuzione di un contratto con l'interessato o esecuzione di misure precontrattuali adottate su ri

e

dello stesso

Obbligo legale per il titolare I I |

|
!

I

Salvaguardia interessi vitali dell'interessato o altra persona fisica

zione di un compito di interesse

o pubblici poteri del titolare derivante da normativa

Esecuzione di un compito di interesse pubblico o pubblici poteri del titolare derivante dar

UE

Altri fond i i al trat to di categorie particolari di dati personali - art.9 par. 2 del R

Legittimo interesse

\ Trasferil all'estero

Trasferimento sulla base di una decisione di adeguatezza (art. 45 del

I \

Trasferimento soggetto a g: ie ad. (art. 46 del

C dell'interessato al trasferimentol |

Esecuzione di un contratto tra titolare e interessato !

l
I

Informativa

Esecuzione di un contratto tra titolare e soggetto che agisce per conto dell'i

nteressato

Si, Informativa ai sensi dell'art. 13 del R

E 679/2016 (Dati raccolti presso l'interessato)

Interesse pubblico |

S}, Informativa ai sensi dell'art. 14 del

E 679/2016 (Dati ottenuti da soggetto diverso dall'inte

ressato)

Accertamento, esercizio o difesa di un diritto in sede gil

No

Tutela degli interessi vitali dell'interessato o di terzi I

Predisposizione di un registro normato dal diritto dell'UE

Nessun trasferimento all'estero

Trasferimenti all'estero

Trasferimento sulla base di una decisione diadeg (art. 45 | UE 679/2016)
Trasferimento soggetto a garanzie ad (art. 46 | UE 679/2016)
C dell'interessato al krasferimentol | |

Esecuzione di un contratto tra Titolare e interessato l

|

|
|

Esecuzione di un contratto tra Titolare e soggetto che agisce per conto dell'interessato

Interesse pubblico I |

Accertamento, esercizio o difesa di un diritto in sede giudiziaria

Tutela degli interessi vitali dell'interessato o di terzi
Predi: izi di un registro normato dal diritto dell'UE

Nessun trasferimento aII'estero‘




